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3. Hodnoceni spolehlivosti a kvality
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=» Méreni vzdalenosti
= \/zdalenost

= Metrika k rozliSovani rysu / charakteristik

= Dulezité metriky pro biometrii
=>» Minkowského metrika: d; = [Z‘xik — X

1
r:lr

=» pro r = 1 se jedna o ,City-Block-Metric”

=» pro r = 2 se jedna o Eukleidovskou vzdalenost

= Mahanalobisova metrika: r* =(x -m ) [C *[(x -m,)

=» kde m, je vlastni vektor vSech referencnich
vektoru a C, je kovariaCni matice pro x

3. Hodnoceni biometrickych systému

= Normalizuje vzdalenosti

=» Jednotkova matice C, ~ Eukleidovske vzdal.



=» Klasifika ¢ni rozhodnuti

u

= Typy klasifikace

=» Verifikace - patrfi mnozina rysu R k osobe O z
celkoveho poctu osob N?

=» ldentifikace - ktera mnozina rysu R z celkového
pocCtu osob N patfi k osobé O?

=» Rozpoznavani - které tride patfi semanticky obsah

By MISSION:
IMPOSSIBLE!

=» Idealni stav: 0 chyb

3. Hodnoceni biometrickych systém

=» Prakticky nemozné - M.I.

=» Problemem je zméreni presnosti



=>» Statisticke zaklady (l.)

o

emu

=» Problém: Distribuce vzdalenosti rysu

V4

=» Genuine Distribution - Rozlozeni pravoplatnych
rysu

=» Impostor Distribution - Rozlozeni nepravoplatnych
rysu

= Inter-Template Distribution - Rozlozeni vzdalenosti
rysu mezi Sablonami ruznych osob
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=>» Statisticke zaklady (ll.)

u

=» Problem pri testovani biometrickych systemu

=» Kolik testu musi byt provedeno, aby mohly byt
vysloveny signifikantni zaveéry?

=» Binomicke rozlozeni udava diskrétni rozdéleni
pravdepodobnosti P,(n,N) pro dosazeni presne n
uspéchu z N Bernoulliho pokusu (true je s
pravdépodobnosti p a false s (1-p)). Vypocet:
NY N
Pp(n’N):(njqf’ (o (

n

3. Hodnoceni biometrickych systém

J je binomicky koeficient.



8 = Statistické zaklady (lll.)

(o]

emu

= U rozsahlych databazi muze byt binomické rozlozeni
nahrazeno standardnim normalnim rozlozenim:

Z2

f(2)=—~[& 2, kdez=2"%

J2n o

V4

= K zajisténi specifické urovné duvernosti (chybovost
mensi nez 1) se specifickou odchylkou o pro hypotézu

3. Hodnoceni biometrickych syst

V4
h (chyba < h) Ize psét: z? 1 g
r 0_2 ml )

Bezpe&nostni tfida Horni hranice (g + FAR) [%] o [%] FAR [%] n,
Nizka 15,0 5,0 10,0 138

10,0 2,0 8,0 707

5,0 1,0 4,0 1475

Stredni 4,9 0,9 4,0 1821

3,6 0,6 3,0 3105

2,5 0,5 2,0 3012

Vysoka 1,9 0,4 1,5 3547

15 0,5 1,0 1521

Velmi wsoka 1,0 0,3 0,7 2967
1,0 0,2 0,8 7622

0,5 0,1 0,4 15305

0,3 0,1 0,2 30671




=>» Statisticke zaklady (1V.)

u

= Entropie

= Kolik informace muze obsahovat konkrétni
biometricka vlastnost?

= Napr. Kod duhovky (Daugmanuv alg.) = 2048 bitu
=» Napr. Otisk prstu = 243 - 8075 bitd
=» Teoreticky 3,2310616 / 6,57102430 - a prakticky?

=» Priklad: Pravdépodobnost shodnosti dvou ruznych
= Duhovek ~ 102

3. Hodnoceni biometrickych systém

=» Otiskd prstd ~ 107 az 10-°9 (zavislé na modelu)



=>» Statisticke zaklady (V.)

u

=» Variabilita je méritkem rozptylu statistické distribuce.
Je-li i stredni hodnotou distribuce nahodné promenne
X, potom V(X) = E[(X-L)?]. Tato hodnota muze udavat
jak blizko je odhadovany vysledek skutecné hodnoté.

= Interval d avérnosti (napr. 95%) pro parametr x se
sklada z dolIni hranice L a horni hranice U tak, ze
pravdépodobnost skutecné hodnoty lezi v tomto
Intervalu, tj. p(xJ[L,U]) = 95%.

3. Hodnoceni biometrickych systém

= Chyba typu | : Odmitnuti spravné hypotézy.
=» Chyba typu Il : Pfijeti chybné hypotéezy



=» Motivace

u

=» Celkova vykonnost biometrickeho systemu je dana
vlastnostmi jako univerzalnost, presnost, rychlost a
pameétové moznosti.

=» Faktory jako cena a lehkost pouziti také samozrejmé
ovliviiuji celkovou vykonnost systému.

=» Biometrické systemy nejsou perfektni - mohou chybné
prijmout utoCnika jako platneého uzivatele (chybné
prijeti) a nebo odmitnout platného uzivatele jako
utocnika (chybné odmitnuti).

3. Hodnoceni biometrickych systém



=» Struktura obecného biometrickeho systemu

£
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=» Tvrzeni o identit e

u

=» Pozitivni tvrzeni o identité - uzivatel tvrdi, ze je jiz
registrovan v danem biometrickém systemu. Napr. se
jedna o bézne pristupove systemy.

= Negativni tvrzeni o identité - uzivatel tvrdi, ze jesté
neni registrovan v danem biometrickém systému.
Napr. se jedna o systemy socialni podpory / uprchliku.

= Explicitni tvrzeni o identité€ - uzivatel musi zadat svaoiji
iIdentitu (napr. smart kartou) a ta je bud potvrzena a
nebo vyvracena. Porovnani 1:1.

=» Implicitni tvrzeni o identité - identita uzivatele je
vyhledana a predlozena. Porovnani 1:N.

3. Hodnoceni biometrickych systém

=» Tvrzeni o identité pravoplatnym uzivatelem

88 - Tvrzeni o identité Gto&nikem

S:11/49




=» Porovnani (, Matching®) (l.)

u

= Extrahovany vzorek (mnozina rysu) je porovnan se
Sablonou - vysledkem je skére porovnani (,Matching
Score"), tj. mira shody.

=» Skore porovnani udava kvantifikovanou podobnost
mezi vzorkem a Sablonou. Oznacujeme jako s.

= Metrika: <0,1> ~ <0%,100%>, tedy <neshoda, shoda>

=» Porovnani uvnitf systemu je zalozeno na prahu T.
=2 If (s) < (T) then Reject
= If (s) = (T) then Accept

3. Hodnoceni biometrickych systém

= Vysledkem je bud pfijeti ¢i odmitnuti ~ autorizace

S:12/49



=» Porovnani (, Matching®) (lIl.)

u

s < T = Reject s> T = Accept

= Mozné stavy pri porovnani:

= Dva vzory od dvou odlisSnych osob jsou
rozpoznany (klasifikovany) jako shodné

- Chybna shoda (,False Match®)

=» Dva vzory (nasnimané ve dvou ruznych
okamzicich) od stejné osoby jsou rozpoznany
(klasifikovany) jako odlisné

- Chybna neshoda (,False Non-Match®)

3. Hodnoceni biometrickych systém
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=» Porovnani (, Matching®) (lll.)

u

=» V literature se ujaly pojmy:
= .False Match* ~ ,False Acceptance®
= ,False Non-Match" ~ ,False Rejection”
=» Projev na verifikaci (identifikaci):
= Osoba A je prijata jako A.

- Spravné prijeti (,True Acceptance®)

=» Osoba A je odmitnuta jako B.

- Spravné odmitnuti (,True Rejection®)

= Osoba A je prijata jako B.
- Chybneé prijeti (,False Acceptance®)

3. Hodnoceni biometrickych systém

7 =» Osoba A je odmitnuta jako A.
L - Chybné odmitnuti (,False Rejection®)

S: 14/49




u

3. Hodnoceni biometrickych systém

S: 15/49
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- False Acceptance Rate (FAR)

= Mira chybného p Fijeti - FAR

> FAR je

pravdépodobnost, ze biometricky system

klasifikuje chybné dva odliSné biometrické vzory jako
shodné a tim selze pfi odmitnuti mozného utocCnika.

Pocet shodnych porovnani rozdilnych vzord

FAR =

= Priklac
duhov

Celkovy pocet porovnani rozdilnych vzort

. Provedli jsme 5.000 porovnani u technologie
Ky, pficemz byly vzdy porovnavany pary, které

NepocC

nazi od stejné osoby. Presto jsme obdrzeli 67

vysled

KU, které lezely v oblasti pfijeti, tj. vykazovaly

shodu.
= FAR = [67 /5.000]*100% = 1,34%



= Chyby - False Rejection Rate (FRR)

u

= Mira chybneho odmitnuti - FRR

= FRR je pravdépodobnost, ze biometricky system
klasifikuje chybné dva biometrické vzory od stejné
osoby jako odliSné a tim selze pfri pfijeti opravnéneho
uzivatele.

Pocet porovnani vzoru osoby A vedoucich k neshod é
Celkovy pocet porovnani vzoru osoby A

FRR =

=» Priklad: Provedli jsme 200 porovnani u technologie
otisku prstu, prficemz byly vzdy porovnavany pary,
které pochazi od stejného uzivatele. Presto jsme
obdrzeli 53 vysledku, které lezely v oblasti odmitnuti,
tj. vykazovaly neshodu.

= FRR = [53/200]*100% = 26,5%

3. Hodnoceni biometrickych systém
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= Chyby - False Match Rate (FMR)

u

=» Mira chybné shody - FMR

= FMR udava podil chybné akceptovanych osob. Na
rozdil od FAR nejsou do celkovych souctu brany v
potaz pokusy, které byly neuspesné jesté pred
samotnym porovnanim (tj. FTA, FTE).

FMR(T) = [ p (s [H,)ds

=» T je rozhodovaci prah,

= H. je vyrok ,rozdilné“ (vzor a Sablona pochazi od
ruznych osob),

3. Hodnoceni biometrickych systém

=» p - pravdépodobnostni hustota, ze vyrok v zavorce je
pravdivy,

=» s je skore porovnani.

S:17/49
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3. Hodnoceni biometrickych systém
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=» Chyby - False Non-Match Rate (FNMR)

= Mira chybné neshody
= FNMR udava podil chy

- FNMR

oné neakceptovanych osob. Na

rozdil od FRR nejsou do celkovych soudtu brany v

potaz pokusy, které by

Yy neuspesne jeste pred

samotnym porovnanim (tj. FTA, FTE).

FNMR(T) = [ py(s | H,)ds
0

=» T je rozhodovaci prah,

= H, je vyrok ,shodné” (vzor a Sablona pochazi od stejné

0soby),

=» p - pravdépodobnostni
pravdivy,

=» s je skore porovnani.

hustota, ze vyrok v zavorce je



= Chyby - FMR vs. FNMR / FAR vs. FAR

u

Impostor
Distribution

p(s | H)

pdf(s)

A\

FRR(T)

3. Hodnoceni biometrickych systém

FNMR(T)

Genuine
Distribution
(s | H,)
§
\
\ FAR(T)

% FMR(T)

%
0 Threshold T

1 Scores
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= Chyby - Equal Error Rate (EER) (I.)

u

= Mira vyrovnani chyb - EER

= EER je definovana podminkou FMR(T) = FNMR(T). V
praxi se u FMR a FNMR kfivek jednéa o diskrétni
funkce, tj. presné urCeni EER neni mozné. Je tedy
mozné udat oblast, ve které se obé chybové miry
shoduji. Pfi nastaveni porovnavaciho prahu T na EER
bude chybné akceptovan stejné jako chybné odmitnut
stejny pocet osob. Tim je tedy mozné nastavit prah
tak, aby hodnoty FMR / FNMR odpovidaly
pozadavkum (dle zpusobu pouziti systému).
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= Chyby - Equal Error Rate (EER) (ll.)

u

FMR(T)

-
‘O
i

N

>

7
L

@)
\>>
'

&)
—
=

)

&
O
O

c

)

O

O

c
©

®
1L
Q)

EER

FNMR(T)

o

S:21/49



= Chyby - Equal Error Rate (EER) (lIl.)

u
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= Chyby - ZeroFMR / ZeroFNMR

u

=» ZeroFMR je dolni hranice FNMR, tj. FMR = 0.
= ZeroFNMR je dolni hranice FMR, tj. FNMR = 0.

8
>/\

i
)

ZeroFNMR ZeroFMR

3. Hodnoceni biometrickych systém
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= Chyby - Failure To Acquire Rate (FTA)

u

=» Mira neschopnosti nasnimat - FTA

= FTA udava podil chybnych zaznamu v automatickem
modu zdznamu daneho senzoru. Tj. zaznamenani
piometrické charakteristiky je odmitnuto, ackoliv je
hiometrické charakteristika pfitomna. Cim vy3si je tato
nodnota, tim mené je dany senzor vhodny pro
zaznam uvedené biometrické charakteristiky. Tim
padem slouzi tato mira k hodnoceni kvality senzoru.

=» Priklad: Z celkoveho poctu 50 pokusu o nasnimani
sitnice oka se nepodafilo ziskat data ze senzoru
x celkem 3x. Tedy FTA =3 /50 = 6%.

(|
WSZ0

S

3. Hodnoceni biometrickych systém
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= Chyby - Failure To Enroll Rate (FTE)

u

=» Mira neschopnosti zaregistrovat - FTE

= FTE udava procentualni podil uzivatelt, které neni
systém schopen se naucit. Miry FTE se Casto
vyskytuji u systemu, které maji kontrolu kvality
biometrické charakteristiky. Tj. biometricke
charakteristiky s nedostatecnou kvalitou nejsou
systémem nauceny. V tomto smyslu predstavuje FTE
udaj, ktery ohodnocuje schopnost algoritmu pracovat |
s nekvalitnimi biometrickymi charakteristikami.

=» Priklad: Z celkoveho poctu 200 pokusu o0 nasnimani
hlasu se nepodarilo z duvodu velkého hluku v pozadi
rozpoznat recovy signal z mikrofonu celkem 9x. Tedy
FTE =9/200 = 4,5%.

3. Hodnoceni biometrickych systém
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= Chyby - Failure To Match Rate (FTM)

u

=» Mira neschopnosti porovhat - FTM

= FTM udava procentualni podil biometrickych
charakteristik, které nemohly byt porovhany se
Sablonou a nebo jakkoliv jinak zpracovany (po
procesu zaregistrovani). Tato mira poukazuje na
neschopnost systému ucinit rozhodnuti, tj. porovnani
neprinese zadny vysledek.

= Priklad: Z celkoveho poc¢tu 3000 pokusu o porovnani
zaregistrovanych otisku prstu se nepodarilo z duvodu
nedostatecného pocCtu markantu srovnat celkem 25 z
nich. Tedy FTM =25/3000 = 0,83%.

3. Hodnoceni biometrickych systém

S: 26/49



u

3. Hodnoceni biometrickych systém
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= Chyby - ROC k rivka (l.)

= FMR 1 FNMR jsou zavislé na hodnoté prahu T

=» Se zménou prahu T se zvySuje €I zmensuje hodnota
FMR a FNMR (vzdy obé hodnoty naraz opacénymi

smery)

=» Vykonnost systému se proto udava pomoci tzv. ROC
krivky (ROC = Receiver Operating Curve)

= ROC kfiv
POpPISU V

=2 ROC kriv

Ky predstavuji v soucasné dobé standard pri
astnosti daného systemu

Ky predstavuji detekéni schopnost funkce

FMR vzhledem k FNMR (p¥ip. FAR / FRR), tj.

FNMR =

f(FMR)



= Chyby - ROC k rivka (ll.)

u
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= Chyby - ROC / DET Kk rivka (ll.)

o

emu

=» ROC = Recelver Operating Curve

\
17
4 =» DET = Detection Error Trade-off
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= Chyby - Souvislosti FAR / FRR (1)

u

= FTA udava pocet biometrickych vlastnosti, kterée
nemohly byt nasnimany. Vyssi FTA zvysuje FRR a
snizuje naopak FAR. Pocet biometrickych vlastnosti,
které nasnimany byt mohly je (1 - FTA).

= FTE udava pocet biometrickych vlastnosti, které
nemohly byt danym algoritmem registrovany /
nauceny. Vyssi FTE zvysuje FRR a naopak snizuje
FAR. Pocet biometrickych vlastnosti, které mohly byt
nauceny / zaregistrovany je (1 - FTE).

3. Hodnoceni biometrickych systém
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= Chyby - Souvislosti FAR / FRR (II.)

u

=» Dale Ize zapsat tyto souvislosti:

= (1 - FTA) x FTE: odpovida podilu biometrickych
vlastnosti, které byly nasnimany, ale nemohly byt
nauceny / zaregistrovany.

= (1-FTA) x (1 - FTE): odpovida podilu biom.
vlastnosti, které byly nasnimany a zaroven
nauceny / zaregistrovany.

=» Jako hrani¢ni podminky Ize psat:
= FMR(0) =1, FMR(1) =0
= FNMR(0) =0, FNMR(1) =1

3. Hodnoceni biometrickych systém
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=» Chyby - Po ¢et porovnani

= Pro vytvoreni FMR kfivky (Impostor Distribution) je
treba provést nasledujici poc€et porovnani:

N .
Nemgr = [i (Npg —1) = Noe m;lDB )

kde Npg predstavuje celkovy pocCet vzoru dané
biometricke vlastnosti v databazi.

= Pro vytvoreni FNMR krivky (Genuine Distribution) je
treba provést nasledujici poc€et porovnani:

[(Np —1
Nenvr Z(N —1)[Npg = Ne (2P )DNDB

3. Hodnoceni biometrickych systému

kde Npg predstavuje celkovy pocCet vzoru biometricke
vlastnosti a N je poCet zaznamu od stejneho nosice
8d biometrické vlastnosti (napf. od téhoZz prstu)

S: 32/49



= Chyby - Scéna re chyb (I.)

u

= FRR > FAR (FAR 0O0) : pouziti ruznych biometrickych
systému ke kontrole identity - verifikaci (1:1). Napfr.
hranicni kontrola.

= FRR < FAR : pouziti ruznych biometrickych systému
ke zjisténi identity - identifikaci (1:N). Napf.
automaticke rozpoznavani obliCeju a jejich porovnani
s databazi pachatelu, mobilni pouziti scanneru otisku
prstu a vyhledani v databazi otisku prstu trestancu,
identifikace jiz trestanych pachatelu na zakladé jejich
hlasu, chuze...

=» Bezpecnostni sila biometrického systému dle FAR:
= Zékladni (ISO/IEC 15408): FAR < 102

= Stfedni (ISO/IEC 15408): FAR < 10

< > Vysoka (ISO/IEC 15408): FAR < 10

S: 33/49
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= Chyby - Scéna re chyb (ll.)

u

FAR = FRR

FRR > FAR
1:1

1:N
FAR > FRR

&QQ, 3. Hodnoceni biometrickych systém

T FAR
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=» Starnuti (1.)

u
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o =» Starnuti (11.)

m— 8-12 Jahre
— 18-22 Jahre
28-32 Jahre
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=» Dvojcata (l.)
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3. Hodnoceni biometrickych syst
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= Typy evalu

u

ace

=» Evaluace technologie spociva v testovani vybranych

algoritmu,
jsou obvyk
prototypec

Které pouziva dany biometricky systém a
e provedeny v laboratornich systémech ¢i

N budoucich systemu.

=» Evaluace scénare testuje celkovou vykonnost a

typovych s

porovnani,

spolehlivost daného biometrickeho systemu v proto-

ituacich. Tato evaluace obsahuje snimani

biometricke vlastnosti, provedeni registrace a

vC. generovani a predani vysledku.

3. Hodnoceni biometrickych systém

=» Provozni evaluace spociva v testovani zvoleného
biometrického systemu pro néjakou konkretni
specifickou aplikaci. Tim pomaha urcit, zda dany
systém bude pracovat v realném svété v danem

& konkrétnim prostfedi.

S
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3. Hodnoceni biometrickych systém
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= Planovani testovani

=» Co chceme testovanim dokazat?

= Ktery typ scénare evaluace mame pouzit?

=» Urceni informaci o systému (log soubory, sablony,
SDK, kvalita vstupu, ...).

=» Kontrola faktoru ovliviujicich vykonnost (vlivy
prostfedi, chybna volba dobrovolniku, ...)

= Veli
=
=

KOst testovych dat

Pravidlo ,Rule of 3¢

Pravidlo ,Rule of 30

=» Opakované testy se stejnymi daty za jinych podminek.



=» Planovani testovani - Pravidlo, Rule of 3“

u

= Pravidlo ,Rule of 3

= Otazka - Jaka je nejmensi chybova mira, ktera
muze byt statisticky ur€ena na zakladé urciteho
pocCtu N porovnani?

=» Touto hodnotou je chybova mira p, pro kterou je
pravdépodobnost zadné chyby v N pokusech
(zcela ndhodnych), 5%. Potom

p=3/N pro 95% uroven jistoty

3. Hodnoceni biometrickych systém

= Priklad: O testu 300 nezavislych vzorku
nevykazujicich chyby muze byt vyf€eno s 95%
jistotou, ze chybova mira p lezi pod 1%.

S: 42/49




=» Planovani testovani - Pravidlo,, Rule of 30“

u

=» Pravidlo ,Rule of 30"

=» Toto pravidlo slouzi k urCeni velikosti dat

=» Abychom si byli jisti na 90%, ze skutecna chybova
mira lezi v rozsahu +30% zjiSténé chybové miry,
musi se vyskytnout nejmené 30 chyb.

= Priklad: Mame-Ili 30 chybnych NM vysledku ve
3000 nezavislych pokusech opravnénych
uzivatell, muzeme fict s 90% jistotou, ze skuteCna
chybova mira lezi v rozsahu <0,7%; 1,3%>.

3. Hodnoceni biometrickych systém
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=» Sbér dat a vyhodnoceni

u

=» Zamezeni vzniku chyb pfi sbéru dat!
= Ukladat zaznamy ke kazdému nasnimani.

= Ukladat log-soubory pro registrovani uzivatelu do
systému a veskeré provedené transakce.

=» Evaluacni scenare ruzne pro
=» Transakce pravoplatnych uzivatelu (Genuine)
=» Transakce utoCniku (Impostor)

= Rozdil pro on-line a off-line systémy

3. Hodnoceni biometrickych systém

=» Po provedeni testu je nutné vyjadfit FTA, FTE, FTM,
dale FMR+FNMR / FAR+FRR a ROC kfivky
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=» Variabilita FMR

= Musi byt proveden kompletni podet porovnani vsech
biometrickych vlastnosti od ruznych uzivatelu!

> Potom je zji§t&na FMR (US notace): 2.5y

=» Variabilita zjisténé FMR muze byt spoctena:

(q)—Z(C AT  gn g

m2n(n -1)(n-2)(n-3)  (n-2)(n-23)

=» n - pocCet uzivatelu (Sablon)

=» m - pocet vzorku jednoho uzivatele

3. Hodnoceni biometrickych systému

= b; - poCet vzorku i-teho uzivatele FM j-tou Sablonu
= ¢; =) b, - pocet chybnych shod (FM) vuci j-té sablone
=> d; = > b; - celkovy pocet chybnych shod u uzivatele i

j

S: 45/49



=» Variabilita FNMR - jeden pokus 1 uzivatele

u

= Pro pripad, ze kazdy z opravnénych uzivatelu provede
pouze jeden pokus o srovnani.

= Potom je zjiSténa FNMR (US notace): p = %Zai

=» Variabilita zjisténé FNMR muze byt spoctena:
A N 1-— \
V(p) = P-p)
n-1

=» n - pocCet uzivatelu (Sablon)
= p - zjiSténa FNMR pro vSechny uzivatele

=> V(p) - zjiSténa variabilita FNMR pro vSechny uzivatele

3. Hodnoceni biometrickych systém

=» a - pocet FNM pro i-tého uzivatele
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3. Hodnoceni biometrickych systému

B \‘—r
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=» Variabilita FNMR - vice pokus u 1 uzZivatele

= Pro pripad, ze kazdy z opravnénych uzivatelu provede
vice pokusu o srovnani (vSichni stejny pocet!).

= Potom je zjistena FNMR (US notace): ﬁ:%_z p, = %Zai
> Variabilita zjiéténé FNMR muZe byt spodtena: |

7ra _7(p| — ya — H?
V()= n(n — 1) (n 1)[E j

=» n - pocCet uzivatelu (Sablon)

= m - prumérny pocet Sablon na uzivatele

=> p - zjiSténa FNMR pro vSechny uzivatele

= V(p) - zjiSténa variabilita FNMR pro vSechny uzivatele
=» a, - pocet FNM pro i-tého uzivatele

=» p; - podil neshodnych porovnani vzorku i-tého uziv.



= Priklady provedenych test U

o
\GE) =» CESG - Best Practices
% www.cesg.gov.uk/site/ast/biometrics/media/BiometricTestReportptl.pdf
S =» Face Recognition Vendor Test
% www.frvt.org
5l 5 FVC 2004
é bias.csr.unibo.it/fvc2004
‘GE) = BioFinger
S www.bsi.de/literat/studien/BioFinger
% =» BioFace
oId www.bsi.de/literat/studien/BioFace
= NIST SG

www.nist.gov/speech/tests/spk
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=» Konec

emu

V4

=» Dekuji za pozornost!

= Prednaska: 4. Rozpoznavani podle otisku prstu

=>» Pouzita literatura: [BIF04], [Dit04], [Dra05], [Jai04],
[Jai04], [Mac04], [Man02]

http://www.natasafetylst.org/posters/2001_Mission_Impossible.jpg
http://www.angel-investor-news.com/ART_Biometric.htm
http://mathworld.wolfram.com/BinomialDistribution.html

3. Hodnoceni biometrickych syst
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